
 

 

SSO Release Notes   
 

These notes describe highlights of the SSO 1.4 release. Details on these and other features are available 

through your solution. For more information, please contact your Client Success Manager (CSM) or Juvare 

Support at 877-771-0911 or support@juvare.com.   
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Resolved Issues 

Duplicate Account Creation in SSO 

The standard SSO module would bypass the duplicate account restriction. This issue has 

been resolved, as username uniqueness (rules) is now enforced and prevents account 

duplication. 

Incorrect URL Produced When Logging in Through SSO 

When attempting to login via SSO, the system would produce an incorrect URL, 

preventing users from logging in successfully. This issue has been resolved. 

Logout Notification Page Error 

When logging out of WebEOC in SAML mode, the “You’ve Been Logged Out” page would 

not display. This issue has been resolved. 

Password Requirements Not Bypassed 

When creating a user account, the password requirement would prohibit authentication of 
SSO. This issue has been resolved. 

Self-Registration Page Redirect Error 

When attempting to self-register for a new WebEOC account, the self-registration page 
redirect would not load. This issue has been resolved. 

Virtual Directory Redirects 

When using virtual directories, the system would produce a redirect error. This issue has 
been resolved. 
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Updates 

Redesigned WebEOC Logout Page 

The WebEOC logout page has been updated to reflect Juvare’s branding guidelines and to 
include a modern look and feel and user-friendly language.  

Updated Login Page  

A new feature that allows access denial to the standard login page has been added.    

 
 


